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Ref: FOI-052024-000909 

Date: 21/08/2024 

Address / Email: 

Dear  

Request Under Freedom of Information Act 2000 

Thank you for requesting information under the Freedom of Information Act 2000. 

Request 

Please could you answer questions 1-4, for each of the specialist clinical systems (used to manage 
patients and 
patient clinical notes within each speciality) listed below (A-N) within your Trust. Please use the format 
provided. 

A – EPR (and whether notes are electronic or scanned) 
B – PAS 
C – Theatre 
D – Ophthalmology 
E – Endoscopy 
F – Chemotherapy 
G – Cardiac/Cardiology/Vascular 
H – Pathology 
I – Histology 
J – Radiology 
K – Radiotherapy 
L – Maternity 
M – Paediatric 
N – ICU/Intensive Care/CCU 

1. Name of the system used :
2. System provider name:
3. System version name/number:
4. Does the Trust anticipate changing the system provider at present? If so, which system will

replace it?:

5. Does the Trust currently have an integration engine to securely exchange data between
software systems, both internally and externally? If so, what is the name and supplier of this
system?

Trust Headquarters 
Russell’s Hall Hospital 
Dudley 
West Midlands 
DY1 2HQ 
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Response 

A – EPR 

1. Name of the system used : Sunrise
2. System provider name: Altera
3. System version name/number: It is imperative that the Trust is cyber resilient, cyber-

attacks against infrastructure have the potential to inflict significant, real-life disruption
and prevent access to critical services that are vital to the functioning of Trust systems.
The Trust considers this information to be sensitive information and are therefore
holding this information under Section 31(1) of the Freedom of Information Act,
information is exempt if its disclosure under this Act would or likely to, prejudice – (a)
the prevention or detention of crime.

4. Does the Trust anticipate changing the system provider at present? If so, which system will
replace it?: No

B – PAS 

1. Name of the system used : APAS
2. System provider name: Altera
3. System version name/number: It is imperative that the Trust is cyber resilient, cyber-

attacks against infrastructure have the potential to inflict significant, real-life disruption
and prevent access to critical services that are vital to the functioning of Trust systems.
The Trust considers this information to be sensitive information and are therefore
holding this information under Section 31(1) of the Freedom of Information Act,
information is exempt if its disclosure under this Act would or likely to, prejudice – (a)
the prevention or detention of crime.

4. Does the Trust anticipate changing the system provider at present? If so, which system will
replace it?: No

C – Theatres 

1. Name of the system used : Internal Development
2. System provider name:
3. System version name/number:
4. Does the Trust anticipate changing the system provider at present? If so, which system will

replace it?: No

D – Ophthalmology 

1. Name of the system used : Medisight
2. System provider name: Medisoft
3. System version name/number: It is imperative that the Trust is cyber resilient, cyber-

attacks against infrastructure have the potential to inflict significant, real-life disruption
and prevent access to critical services that are vital to the functioning of Trust systems.
The Trust considers this information to be sensitive information and are therefore
holding this information under Section 31(1) of the Freedom of Information Act,
information is exempt if its disclosure under this Act would or likely to, prejudice – (a)
the prevention or detention of crime.

4. Does the Trust anticipate changing the system provider at present? If so, which system will
replace it?: No

E – Endoscopy 

1. Name of the system used : Endoscopy Management System
2. System provider name: Medlogik
3. System version name/number: It is imperative that the Trust is cyber resilient, cyber-

attacks against infrastructure have the potential to inflict significant, real-life disruption
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and prevent access to critical services that are vital to the functioning of Trust systems. 
The Trust considers this information to be sensitive information and are therefore 
holding this information under Section 31(1) of the Freedom of Information Act, 
information is exempt if its disclosure under this Act would or likely to, prejudice – (a) 
the prevention or detention of crime. 

4. Does the Trust anticipate changing the system provider at present? If so, which system will
replace it?: No

F – Chemotherapy 

1. Name of the system used : Chemocare
2. System provider name: CIS Oncology
3. System version name/number: It is imperative that the Trust is cyber resilient, cyber-

attacks against infrastructure have the potential to inflict significant, real-life disruption
and prevent access to critical services that are vital to the functioning of Trust systems.
The Trust considers this information to be sensitive information and are therefore
holding this information under Section 31(1) of the Freedom of Information Act,
information is exempt if its disclosure under this Act would or likely to, prejudice – (a)
the prevention or detention of crime.

4. Does the Trust anticipate changing the system provider at present? If so, which system will
replace it?: No

G – Cardiology 

1. Name of the system used : ComPACS
2. System provider name: ImageX
3. System version name/number: It is imperative that the Trust is cyber resilient, cyber-

attacks against infrastructure have the potential to inflict significant, real-life disruption
and prevent access to critical services that are vital to the functioning of Trust systems.
The Trust considers this information to be sensitive information and are therefore
holding this information under Section 31(1) of the Freedom of Information Act,
information is exempt if its disclosure under this Act would or likely to, prejudice – (a)
the prevention or detention of crime.

4. Does the Trust anticipate changing the system provider at present? If so, which system will
replace it?: No

H – Pathology 

The Trust is now part of The Black Country Pathology Services. The Black Country Pathology 
Services (BCPS) partnership will integrate pathology services at The Royal Wolverhampton 
NHS Trust (RWT), with Sandwell West Birmingham Hospitals NHS Trust (SWBH), Dudley Group 
NHS Foundation Trust (DGH) and Walsall Healthcare NHS Trust (WHT). The BCPS will be 
hosted by RWT on behalf of the partnership. 

Your will need to forward your request Black Country Pathology Services The Royal 

Wolverhampton NHS Trust rwh-tr.bcpsquality@nhs.net.  

1. Name of the system used :
2. System provider name:
3. System version name/number:
4. Does the Trust anticipate changing the system provider at present? If so, which system will

replace it?:

I – Histology 

The Trust is now part of The Black Country Pathology Services. The Black Country Pathology 
Services (BCPS) partnership will integrate pathology services at The Royal Wolverhampton 
NHS Trust (RWT), with Sandwell West Birmingham Hospitals NHS Trust (SWBH), Dudley Group 
NHS Foundation Trust (DGH) and Walsall Healthcare NHS Trust (WHT). The BCPS will be 
hosted by RWT on behalf of the partnership. 

mailto:rwh-tr.bcpsquality@nhs.net
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Your will need to forward your request Black Country Pathology Services The Royal 

Wolverhampton NHS Trust rwh-tr.bcpsquality@nhs.net.  

1. Name of the system used :
2. System provider name:
3. System version name/number:
4. Does the Trust anticipate changing the system provider at present? If so, which system will

replace it?:

J – Radiology 

1. Name of the system used : CRIS
2. System provider name: Magentus
3. System version name/number: It is imperative that the Trust is cyber resilient, cyber-

attacks against infrastructure have the potential to inflict significant, real-life disruption
and prevent access to critical services that are vital to the functioning of Trust systems.
The Trust considers this information to be sensitive information and are therefore
holding this information under Section 31(1) of the Freedom of Information Act,
information is exempt if its disclosure under this Act would or likely to, prejudice – (a)
the prevention or detention of crime.

4. Does the Trust anticipate changing the system provider at present? If so, which system will
replace it?: No

K – Radiotherapy – Not applicable 

5. Name of the system used:
6. System provider name:
7. System version name/number:
8. Does the Trust anticipate changing the system provider at present? If so, which system will

replace it?:

L – Maternity 

1. Name of the system used: Sunrise
2. System provider name: Altera
3. System version name/number: It is imperative that the Trust is cyber resilient, cyber-

attacks against infrastructure have the potential to inflict significant, real-life disruption
and prevent access to critical services that are vital to the functioning of Trust systems.
The Trust considers this information to be sensitive information and are therefore
holding this information under Section 31(1) of the Freedom of Information Act,
information is exempt if its disclosure under this Act would or likely to, prejudice – (a)
the prevention or detention of crime. Does the Trust anticipate changing the system provider
at present? If so, which system will replace it?: No

M – Paediatric 

1. Name of the system used : Sunrise
2. System provider name: Altera
3. System version name/number: It is imperative that the Trust is cyber resilient, cyber-

attacks against infrastructure have the potential to inflict significant, real-life disruption
and prevent access to critical services that are vital to the functioning of Trust systems.
The Trust considers this information to be sensitive information and are therefore
holding this information under Section 31(1) of the Freedom of Information Act,
information is exempt if its disclosure under this Act would or likely to, prejudice – (a)
the prevention or detention of crime. Does the Trust anticipate changing the system provider
at present? If so, which system will replace it?: No

N – ICU/Intensive Care 

mailto:rwh-tr.bcpsquality@nhs.net
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1. Name of the system used : ICCA 
2. System provider name: Philips 
3. System version name/number: It is imperative that the Trust is cyber resilient, cyber-

attacks against infrastructure have the potential to inflict significant, real-life disruption 
and prevent access to critical services that are vital to the functioning of Trust systems. 
The Trust considers this information to be sensitive information and are therefore 
holding this information under Section 31(1) of the Freedom of Information Act, 
information is exempt if its disclosure under this Act would or likely to, prejudice – (a) 
the prevention or detention of crime. 

4. Does the Trust anticipate changing the system provider at present? If so, which system will 
replace it?: No 

 
Does the Trust currently have an integration engine to securely exchange data between software 
systems, both internally and externally? Yes  
 
If so, what is the name and supplier of this system? It is imperative that the Trust is cyber resilient, 
cyber-attacks against infrastructure have the potential to inflict significant, real-life disruption 
and prevent access to critical services that are vital to the functioning of Trust systems. The 
Trust considers this information to be sensitive information and are therefore holding this 
information under Section 31(1) of the Freedom of Information Act, information is exempt if its 
disclosure under this Act would or likely to, prejudice – (a) the prevention or detention of crime. 
 
If you are dissatisfied with our response, you have the right to appeal in line with guidance from the 
Information Commissioner. In the first instance you may contact the Information Governance Manager 
of the Trust. 
 
Information Governance Manager 
Trust Headquarters 
Russell’s Hall Hospital 
Dudley 
West Midlands 
DY1 2HQ 
Email: dgft.dpo@nhs.net  
 
Should you disagree with the contents of our response to your appeal, you have the right to appeal to 
the Information Commissioners Office at. 
 
Information Commissioners Office 
Wycliffe House 
Water Lane 
Wilmslow 
Cheshire 
SK9 5AF 
Tel: 0303 123 1113 
www.ico.org.uk 
 
If you require further clarification, please do not hesitate to contact us. 
 
 
Yours sincerely  
 
 
Freedom of Information Team  
The Dudley Group NHS Foundation Trust 
 
 
 
 

mailto:dgft.dpo@nhs.net
http://www.ico.org.uk/

